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Abstract of the contribution: This PCR is to propose the solution overview to 23.501 for network slicing roaming support via NSSF. The roaming support includes the coordination of the core part of the network slice instance selection and the network function instance selection within the selected network slice instance. 
1
Objectives
This PCR presents the overview of the network slicing roaming solution with the support of NSSF and is proposed to be captured in TS 23.501. The roaming support includes the coordination of the core slice-specific part of the network slice instance selection in VPLMN and HPLMN. The output parameters obtained from the NSSF as the outcome of the network slice instance selection, are then used to support the network function discovery and selection within the respective visited and home core slice-specific part of the NSIs. The proposed solution aligns with the current high-level agreement as captured in clause 5.15.6 in TS 23.501.
2
Considerations 
SA2 has the agreement during SA2#120 to support standalone NSSF for selecting the core part of the network slice instance.  
According to the definition of the network slice as captured in clause 3.1 in TS 23.501 for the “Network Slice”, a Network Slice is a logical network.  When considering today UE’s operation, UE needs to first attach to the target network before initiating any session management procedure to establish the PDU session.  Therefore, prior to UE initiating any PDU session establishment within the target network slice, the UE needs to first associate/attach to the target network slice instance based on the UE’s Allowed S-NSSAI. 

Observation#1: 

The network slice needs to be first ensured that it is available to be selected by the NSSF for the UE before any subsequent PDU session can be initiated by the UE. 

The Network Slice Selection Function as proposed in SA2#120 is per PLMN.  Hence, in case of roaming, the VNSSF and HNSSF are responsible to select their respective core part of the network slice instances in the VPLMN and HPLMN that constitutes the target network slice that supports the Allowed S-NSSAI.  Consequently, the VNSSF and the HNSSF need to be coordinated to support the core part of the network slice instance selection and network function selection in their respective VPLMN and HPLMN.  The proposed solution needs to be aligned with the following high-level descriptions as captured in clause 5.15.6 in TS 23.501. 
	5.15.6
Network Slicing Support for Roaming

For roaming scenarios, the Network Slice specific network functions in VPLMN and HPLMN are selected based on the S-NSSAI provided by the UE during PDU connection establishment as following.

- If a standardized S-NSSAI is used, then selections of slice specific NF instances are done by each PLMN based on the provided S-NSSAI.

- Otherwise, the VPLMN maps the S-NSSAI of HPLMN to a S-NSSAI of VPLMN based on roaming agreement (including mapping to a default S-NSSAI of VPLMN). The selection of slice specific NF instance in VPLMN are done based on the S-NSSAI of VPLMN, and the selection of any slice specific NF instance in HPLMN are based on the S-NSSAI of HPLMN.

Editor's note:
The case where the HPLMN (based on roaming agreements) configured non-standard S-NSSAI values of the VPLMN in the Configured NSSAI for that PLMN is FFS


Observation#2: 

The proposed roaming solution for the network slicing with the support of NSSF needs to be aligned with the high-level descriptions that were captured in the two sub-bullets in clause 5.15.6 in TS 23.501 as shown above. 

2
Proposal

* * * * First Change * * * *
5.15.6
Network Slicing Support for Roaming

For roaming scenarios, during the UE’s registration, the VNSSF and the HNSSF are coordinated to select their respective core slice-specific part of NSIs in the VPLMN and HPLMN for the Requested S-NSSAI. Upon the successful NSI selection, the selected core slice-specific part of NSI and the corresponding Slice-specific serving NRF in each PLMN are identified.  Network Slice specific network functions in VPLMN and HPLMN are then selected via the support of their respective NRFsduring the subsequent PDU connection establishment as following.

-
If a standardized S-NSSAI is used, then selections of slice specific NF instances are done by each PLMN based on the provided S-NSSAI.

-
Otherwise, the VPLMN maps the S-NSSAI of HPLMN to a S-NSSAI of VPLMN based on roaming agreement (including mapping to a default S-NSSAI of VPLMN). The selection of slice specific NF instance in VPLMN are done based on the S-NSSAI of VPLMN, and the selection of any slice specific NF instance in HPLMN are based on the S-NSSAI of HPLMN.


5.15.6.x
Roaming support via NSSF 
The following two figures presents the high-level concept on how NSSF supports the two key roaming aspects that were described in clause 5.15.6 above during the UE’s registration and session management procedures.  Further overview of the roaming procedures are described in the later part of this clause.
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Figure 5.15.6.x-1:  UE registration roaming scenario in network slicing with NSSF’s support in VPLMN and HPLMN
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6.PDU-Session-Establishment

AMF refers to its cached UE’s context to retrieve 

the previously cached NSIs’ info obtained during 

the UE registration to be used for NRF query in 

vNRF and hNRF as described in steps 2-5.

PDU Session Establishment


Figure 5.15.6.x-2:  Session establishment procedure in roaming scenario for network function selection in VPLMN and HPLMN
(1) Roaming support for core part of the network slice instance selection in VPLMN and in HPLMN based on the standardized S-NSSAI 

In this case, both VPLMN and HPLMN refer to the same Requested S-NSSAI that has been standardized to select the core part of the network slice instance in each respective PLMN. 

(a) UE’s registration with standardized S-NSSAI
After the AMF verifies with the UDM in the HPLMN for the UE’s eligibility to register for the slicing service identified by the standardized S-NSSAI, the AMF sends VNSSF for the NSI Selection Request to select the target core slice-specific part of NSI.  In addition to the standardized S-NSSAI and the UE’s serving registration area that AMF provides to the VNSSF, AMF also provides VNSSF the UE’s HPLMN Id.  

If the target core slice-specific part of NSI is available at the VPLMN to serve the standardized S-NSSAI, VNSSF refers to UE’s HPLMN Id to identify the target HNSSF.  VNSSF sends HNSSF the standardized S-NSSAI and the UE’s serving registration area so that HNSSF can select the corresponding core slice-specific part of NSI in the HPLMN if it is available to the standardized S-NSSAI.   

If the core slice-specific part of the NSI in the HPLMN is available to serve the standardized S-NSSAI, the HNSSF will respond to the VNSSF with the identifier of the core slice-specific part of NSI in the HPLMN, the FQDN or IP address of the Slice-specific H-NRF that serves the corresponding core slice-specific part of NSI.  Otherwise, the HNSSF responds to VNSSF that, the core slice-specific part of NSI in the HPLMN is not available and rejects the S-NSSAI. 

If the core slice-specific part of the NSIs in both the VPLMN and HPLMN are available to serve the UE for the given S-NSSAI at the UE’s serving registration area, the VNSSF will respond to the AMF with the following info:

· the corresponding Allowed S-NSSAI which is the same as the standardized S-NSSAI, 

· the identifiers for the core slice-specific part of NSIs in the VPLMN and HPLMN, respectively

· the FQDNs or IP addresses of the Slice-specific V-NRF and the Slice-specific H-NRF that serve the core slice-specific part of NSIs in the VPLMN and HPLMN respectively

· the operational slice-level policy associated with the core slice-specific part of NSI that supports co-existence (e.g. priority) and access security requirement etc. 

· if required, the list of new serving AMF in VPLMN that serves the selected core slice-specific part of NSI
 Otherwise, VNSSF will respond to the AMF with the reject the standardized S-NSSAI. 

If new serving AMF in VPLMN is indicated, the AMF relocation procedure as described in clause 5.15.5.2.3 in TS 23.501 shall be referred.

In case of the Allowed S-NSSAI is responded to the serving AMF, the serving AMF will cache the responded info from VNSSF into UE’s context to be used by the subsequent session management procedure. 

(b) Session establishment procedure with standardized S-NSSAI
When the UE initiates the session establishment procedures with the standardized S-NSSAI and possible target DNN, the AMF will then refer to the cached UE’s context info as described in (a) above to select the V-SMF and H-SMF via the support of the Slice-specific V-NRF and Slice-specific H-NRF in the VPLMN and HPLMN, respectively.  

(2) Roaming support for core part of the network slice instance selection in VPLMN and in HPLMN based on the roaming agreement defined S-NSSAI as described in the second sub-bullet above

In this case, both VPLMN and HPLMN may refer to a Configured S-NSSAIs as described in clause 5.15.4 in TS 23.501 which is not standardized but has been agreed between the roaming partners to support the selection of the core part of the network slice instance at the VPLMN. 

(a) UE’s registration with Configured S-NSSAI based on roaming agreement 

After the AMF verifies with the UDM in the HPLMN for the UE’s eligibility to register for the slicing service identified by the Configured S-NSSAI of the HPLMN, the AMF queries VNSSF for the availability checking for the core slice-specific part of NSI.  In addition to the Requested S-NSSAI of the HPLMN and the UE’s serving registration area that AMF provides to the VNSSF, AMF also provides VNSSF the UE’s HPLMN Id.  

The VNSSF performs the mapping of the Configured S-NSSAI of the HPLMN and derives the corresponding S-NSSAI of the VPLMN. If the core slice-specific part of NSI is available at the VPLMN to serve the S-NSSAI of the VPLMN, VNSSF refers to UE’s HPLMN Id to identify the target HNSSF.  VNSSF provides HNSSF the Configured S-NSSAI of HPLMN and the UE’s serving registration area so that HNSSF can determine if the corresponding core-slice specific part of NSI in the HPLMN is available to serve the given S-NSSAI.   

If the core slice-specific part of NSI in the HPLMN is available to serve the given S-NSSAI, the HNSSF will respond to the VNSSF with the identifier of the core slice-specific part of NSI in the HPLMN, the FQDN or IP address of the Slice-specific H-NRF that serves the corresponding core slice-specific part of NSI.  Otherwise, the HNSSF informs the VNSSF that, the core slice-specific part of NSI in the HPLMN is not available and rejects the Configured S-NSSAI. 

If the core slice-specific part of NSIs in both the VPLMN and HPLMN are available to serve the UE for the given S-NSSAI at the UE’s serving registration area, the VNSSF will respond to the AMF with the following info:

· the corresponding Allowed S-NSSAIs – one for VPLMN and one for HPLMN, 

· the identifiers for the core part of the network slice instances in the VPLMN and HPLMN, respectively

· the FQDNs or IP addresses of the Slice-specific V-NRF and the Slice-specific H-NRF that serve the core slice-specific part of NSIs in the VPLMN and HPLMN respectively

· the operational slice-level policy associated with the core slice-specific part of NSI that supports co-existence (e.g. priority) and access security requirement etc. 

· if required, the list of new serving AMF in VPLMN
 Otherwise, VNSSF will respond to the AMF with the reject the Configured S-NSSAI of the HPLMN. 

If the list of new serving AMF in VPLMN is provided, the AMF relocation procedure as described in clause 5.15.5.2.3 in TS 23.501 shall be referred.

In case of the Allowed S-NSSAIs are responded to the serving AMF, the serving AMF will cache the NSI related info from VNSSF in the UE’s context to be used by the subsequent session management procedure. 

(c) Session establishment procedure with Configured S-NSSAI based on roaming agreement
When the UE initiates the session establishment procedures with the Allowed S-NSSAI of the HPLMN and the possible target DNN, the AMF will then refer to the cached UE’s context as described in (a) above to select the V-SMF and H-SMF via the support of the Slice-specific V-NRF and Slice-specific H-NRF in the VPLMN and HPLMN, respectively.  
* * * * 2nd Change * * * *
6.3
Network function discovery and selection
6.3.1
General
The NF discovery enables one NF discover a specific target NF type.
Unless the expected NF information is locally configured on requester NF, e.g. the expected NF is in the same PLMN the NF discovery is implemented via the NRF. The NF repository function (NRF) is the logical function that is used to supports the functionality of NF discovery.
In order to identify the proper NRF, there are two deployment scenarios to consider: 

(a) Without network slicing
In non-roaming scenario, the AMF selects its serving PLMN-level NRF during the UE’s registration (e.g. via pre-configuration or via DNS look-up).  

In case of roaming scenario, the AMF selects the serving NRF of the remote PLMN in the UE’s HPLMN based on UE’s HPLMN ID. 

(b) With network slicing

There are two classes of NRFs – PLMN-level NRF and Slice-specific NRF as described in clause 6.2.6.
The selection of the PLMN-level NRF is the same as the scenario without network slicing.

As for the selection of the Slice-specific NRF, the following two scenarios to consider:
· In non- roaming scenario, the Slice-specific NRF (identified by FQDN or IP address) that serves the corresponding core slice-specific part of NSI is provided by the NSSF upon the successful NSI selection. 
· In case of roaming, the VNSSF and the HNSSF are coordinated to identify the Slice-specific NRF in each PLMN as described in clause 5.15.6 to support NF discovery and selection. 
The serving AMF performs the NF discovery and selection via the support from the appropriate NRF(s) in the respective serving PLMN. 

In order to access to a requested type NF and no associated NF(s) stored on the requester NF, the requester NF initiates the NF discovery by providing the type of the NF (e.g. SMF, PCF) and other service parameters e.g. slicing related information to discover the target NF. The detail service parameter(s) used for specific NF discovery refer to the related NF discovery and selection clause.
The NRF provides the IP address or the FQDN of NF instance(s) to the requester NF for target NF instance selection. Based on that information, the requester NF can select one NF instance.
For NF discovery across PLMNs, the requester NF provides the NRF the PLMN ID of the target NF. The Local PLMN interacts with the NRF in the target PLMN to retrieve the IP address or the FQDN of the target NF instance (s).
6.3.2
SMF selection function

The SMF selection function is supported by the AMF and is used to allocate an SMF that shall manage the PDU Session.

The SMF selection function in the AMF shall utilize the Network Repository Function (NRF) to discover the SMF instance(s) unless SMF information is available by other means, e.g. locally configured on AMF. The NRF provides the IP address or the FQDN of SMF instance(s) to the AMF. 
Editor's note:
Further detailing of the cases where SMF selection is not using NRF is FFS.

Editor's note:
Whether the Network repository function (NRF) is an enhancement of DNS server will be determined by CT WGs. A proper reference will be added once this is available in stage 3.

The SMF selection function in AMF is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the SMF selection:

-
Selected Data Network Name (DNN).

-
S-NSSAI.
-
Subscription information from UDM, e.g. whether local breakout may apply to the session.

-
Local operator policies.

-
Load conditions of the candidate SMFs.
-
Identifier of the core slice-specific part of NSI in case of network slicing
Editor's note:
It is FFS what other information may be considered for SMF selection. It is also FFS what parts of S-NSSAI is considered, e.g. whether both SST and ST is used or only SST.

If there is an existing PDU Session for a UE to the same DNN and S-NSSAI used to derive the SMF, the same SMF may be selected.

Editor's note:
It is FFS if there are conditions under which the same SMF need to be selected for PDU Session to the same DNN and slice.

In the home-routed roaming case, the SMF selection function selects an SMF in VPLMN as well as an SMF in HPLMN.

If the UDM provides a DN subscription context that allows for handling the PDU Session in the visited PLMN (i.e. using LBO) for this DNN and, optionally, the AMF is configured to know that the visited VPLMN has a suitable roaming agreement with the HPLMN of the UE, the SMF selection function selects an SMF from the visited PLMN. If an SMF in VPLMN cannot be derived for the DNN and network slice, or if the subscription does not allow for handling the PDU Session in visited PLMN using LBO, then both a SMF in VPLMN and SMF in HPLMN are selected, and the DNN is used to derive an SMF identity from the HPLMN.
Editor's note:
Impact on SMF selection for handovers between 3GPP and non-3GPP access is FFS

Editor's note:
Impact on SMF selection due to interworking with EPC is FFS

6.3.3
User Plane Function Selection

The selection and reselection of the UPF are performed by the SMF by considering UPF deployment scenarios such as centrally located UPF and distributed UPF located close to or at the Access Network site. The selection of the UPF shall also enable deployment of UPF with different capabilities, e.g. UPFs supporting no or a subset of optional functionalities.

For home routed roaming case, the UPF(s) in home PLMN is selected by SMF(s) in H-PLMN, and the UPF(s) in visited PLMN is selected by SMF(s) in V-PLMN. The exact set of parameters used for the selection mechanism is deployment specific and controlled by the operator configuration, e.g. location information may be used for selecting UPF in some deployments while may not be used in other deployments.

The following parameter(s) may be considered by the SMF for the UPF selection:

-
UPF's dynamic load.

-
UPF's relative static capacity among UPFs supporting the same DNN.

-
UPF location available at the SMF.

-
UE location information.

-
Capability of the UPF and the functionality required for the particular UE session: An appropriate UPF can be selected by matching the functionality and features required for an UE.

-
Data Network Name (DNN).

-
PDU session type (i.e. IPv4, IPv6, Ethernet Type or non-IP Type).

-
SSC mode selected for the PDU session.

-
UE subscription profile in UDM.

-
Routing destination of traffic (e.g. application location).

Editor's note:
Aspects related to service area are FFS.

-
Local operator policies.

-
Network slicing related information (e.g. S-NSSAI, serving NRF and identifier of the core part of the network slice instance etc.).

* * * * End of Change * * * *
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